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Dial-up/ASA FAQ’s

The Department of Technology Services (DTS), IBM, and the CWS/CMS Project are currently working on the final details of the migration plan from the current AT&T Net Dialer to the Microsoft Dial-Up solution provided by DTS.  This will require configuration of the Microsoft dial-up solution on all laptops and ASA machines.  The first step is providing DTS with the User ID’s for all county staff who will be using dial-up.  DTS will use these ID’s to generate User names and passwords.  The CWS/CMS Project will be providing additional information on the configuring of laptops and any changes in current processes.  (Counties can expect the Remote Access Migration Guide at the end of January 2006.) Please note that there is currently a pilot project that includes this new dial up service through DTS. Every effort is being made to ensure that adequate and timely information is shared to facilitate the needs of the users. However, the information contained in these FAQ’s are subject to modification pending the outcome of this dial up pilot effort. 

1.  What is the process to have users added for dial-up/ASA access if I do not provide a User Name prior to the cutover?

Counties will call the IBM Boulder Help Desk (current method) and open a help desk ticket.

2.  What is the timeframe to have a user added or make changes to dial-up logins?

These requests could take up to two business days.  (Currently we are working on an internal process to expedite these requests.)

3.  Are there naming conventions that will be required for passwords?  Will the password assigned initially be temporary?

No.  There will be no naming convention that will be required of the user and the password will be system-generated and permanent when assigned.

4.  Will passwords expire?

With the host cutover, password change will not be required immediately. However, there is a State requirement that passwords be changed at a minimum of every 90 days.  A state requirement will be forthcoming to implement and enforce this.

5.  What is the process for resetting passwords?

Counties will call the IBM Boulder Help Desk (current method) and open a help desk ticket.

6.  Who does the County call for dial-up configuration questions?

The County will call the IBM Boulder Help Desk.

7.  Who do I call if I’m a dedicated county and I don’t have the staff or ability to reconfigure the laptop prior to the cutover and want assistance?

The County will call the IBM Boulder Help Desk and open a ticket.

8.  What work is required by counties to prepare for the Microsoft dial-up solution?

Counties will need to configure the Microsoft dial-up client on each laptop or ASA workstation.  

9.  Do I have to configure each laptop for each user using the laptop?

 The dial up client does not require additional configuration for each user account on the laptop. However, each user must have an individual account (user id/password) to login to the laptop.  The State does not support sharing of login id’s or passwords.

10.  Must the laptops be configured prior to that user first using the laptop?

Yes.  The Microsoft Dial-up Client needs to be configured in order for the user to have access to the network.

11.  How much work can be done to configure laptops prior to the Microsoft dial-up solution being available?

The counties can configure the Microsoft dial-up client as soon as an updated Remote Access Migration Guide is provided to the counties.  (This can be expected at the end of January 2006.)

12.  Will I still be able to print using dial-up/remote access?

Yes.  There is no change to the current process.

13. Will I be able to still print locally AND/OR be able to print to an office if I choose?

Yes.

14.  Are there any generic logons for Microsoft dial-up usage?

No.  Each individual using Dial-up will require his or her own User ID and password.

15.  Will ASA work the same as prior to re-host?

Yes.  The only difference is that you will be Clicking on the Microsoft Dial-up Icon.
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